
  

 

 

Receive 25% off a single item you purchase between October

20 and November 30, 2008 when you use your

American Express® Card in-store at Kitchen Stuff Plus.*

At Kitchen Stuff Plus, you’ll experience unexpected delight as you discover a

huge assortment of items for cooking and entertaining, decorating and

living, all at prices that are almost too good to be true. Find great brand

names at incredibly low prices that will amaze.

Whether you are looking for a new set of pots and pans, some fabulous

serving bowls or that perfect little kitchen gadget, you’ll find it for less at

Kitchen Stuff Plus. And if you see it and love it, don’t miss out! The

assortment is ever changing and the best deals come and go quickly!

 

Drop by Kitchen Stuff Plus today and revel in the sweet satisfaction of getting more

for less. Visit kitchenstuffplus.com/go/sweetbuys for more information, or a location

near you.

   

 Receive 25% off
a single item before taxes (excluding

appliances, furniture and gift cards) between

October 20 and November 30, 2008 when

you use your American Express Card in-store

at Kitchen Stuff Plus.* C229

Please print this email and bring to your nearest Kitchen Stuff Plus location.

Offer not valid online.
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*To receive this offer, purchase must be charged in full to your American Express Card. Offer valid on a single item

before taxes, excluding appliances, furniture and gift cards. If multiple items are purchased on one transaction, the

offer will be applied to the most expensive item before taxes. Item must be in stock (no special orders, transfers or

layaways). Must submit this email at time of purchase to receive the offer. Offer not valid on previous purchases.

One redemption per visit. Offer valid in-store only. Cannot be combined with other coupons, special discounts or

Housewares Club points. Offer has no cash value.

®: Used by Amex Bank of Canada under license from American Express.

Please note that this e-mail was sent to: . If you received this e-mail at a different address, this e-mail message was

forwarded.

If you do not wish to receive e-mail offers from American Express in the future, please click here. Your request will

become valid in approximately two weeks.

Privacy Statement

To find out how we collect, use and safeguard your personal information, please visit

http://www10.americanexpress.com/sif/cda/page/0,1641,14372,00.asp.

Note that certain servers may render these links inactive. If you are experiencing problems please type the chosen

URL into the address box of your web browser to view the page.

Customer Service

We are unable to respond to account inquiries sent in reply to this e-mail. To contact us by phone, please call the

number on the back of your Card. For a list of phone numbers, please link to www.americanexpress.ca/contactus.

E-mail Fraud

American Express takes your privacy very seriously and puts measures in place to help protect you from e-mail

fraud. Should our name be used in efforts to fraudulently obtain personal information, we will work aggressively to

halt those operations. Fraudulent e-mails often appear to come from legitimate organizations, such as financial

institutions, insurance companies or retailers. Please look out for the following signs of fraudulent e-mails:

1. Sense of urgency created by the message. Example: Your account will be closed or temporarily suspended. You’ll

be charged a fee if you don’t respond.

2. The e-mail addresses you by a generic term and not personally by first name and/or last name. Example: Dear

Customer.

3. Embedded links within the e-mail may look legitimate because they contain all or part of the real company’s name

(may be slightly misspelled). These links will take you to fraudulent sites that ask you for sensitive personal

information.

4. The e-mail may contain obvious spelling errors.

5. The e-mail address states American Express, but the content has little to do with American Express products.

Please do not click on any links in American Express e-mails that look suspicious because simply clicking on the link

may install key logging software or a virus on your computer. If you receive an e-mail from American Express that

you believe could be fraudulent, immediately forward it to Anti.Phishing.Team@aexp.com. For customers requiring

additional assistance, please contact us by calling the number at the back of your Card.

Please note that you can verify the authenticity of this e-mail and any other e-mail sent from or by

American Express by calling the number at the back of your Card or a number listed at

www.americanexpress.ca/contactus.
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